Market Analysis Indonesia

The job market in Indonesia for "cyber policy" roles is growing, but it remains much smaller and less developed than the rapidly expanding market for technical cybersecurity positions.

· [bookmark: fnref1][bookmark: fnref2]There is a clear need for cyber policy experts, especially as the government strengthens regulations through agencies like BSSN and implements new national security, data protection, and cyber resilience standards. 

· [bookmark: fnref1:1]Government and large companies are actively recruiting for risk, compliance, and policy roles, but the absolute number of advertised jobs is far lower than for technical roles.

· [bookmark: fnref3][bookmark: fnref4]Most cyber policy roles are found in ministries, regulatory agencies, state-owned enterprises, and a handful of large multinationals, often requiring advanced legal, governance, or strategy experience. 

· [bookmark: fnref2:1]Skills shortages exist, particularly for those able to bridge international policy, legal frameworks, and Indonesian regulation, but finding such roles requires specialized experience and strong networks. 

Technical Cybersecurity Job Market

· [bookmark: fnref5][bookmark: fnref6][bookmark: fnref1:3]The Indonesian cybersecurity job market is booming, with market size projected at over US$3 billion by 2028 and ongoing double-digit job growth each year.

· [bookmark: fnref7][bookmark: fnref5:1][bookmark: fnref1:4]Technical execution skillsets—like ethical hacking, network defense, incident response, cloud security, and AI/ML security—are in extremely high demand across private and public sectors.
· [bookmark: fnref5:2][bookmark: fnref1:5]Entry-level and mid-career technical roles are widely available, while senior and architect roles command premium salaries to address an acute talent shortage. 

· [bookmark: fnref8][bookmark: fnref1:6][bookmark: fnref5:3]The skills gap is acute: Indonesia is estimated to need 100,000 new cybersecurity professionals, mostly in technical roles, and only about 83% of available cybersecurity jobs are currently filled, 



Job Market Comparison

	Role Type
	Job Market Size
	Growth
	Common Employers
	Entry Points
	Main Drivers

	Cyber Policy
	Small but increasing
	High
	Govt, SOEs, MNCs
	Specialist (law, GRC, gov)
	New regs, BSSN reforms, digital policy

	Technical
	Large & booming
	Very high
	Tech firms, finance, all sectors
	Bootcamps, degree, certs
	Rise in attacks, digitisation, skills gap



· [bookmark: fnref7:1][bookmark: fnref1:7]Technical cybersecurity roles offer broader entry points, greater volume, and faster hiring growth.
· [bookmark: fnref4:1][bookmark: fnref3:2][bookmark: fnref2:2]Policy roles are strategic, higher impact in government/critical sectors, but are fewer, require specialized skills, and tend to be filled through targeted recruitment or internal advancement. 

Top Employers in Cyber Policy

1. Badan Siber dan Sandi Negara (BSSN) — National Cyber and Encryption Agency
2. Kementerian Komunikasi dan Informatika (Kominfo) — Ministry of Communication and Informatics
3. Bank Mandiri Indonesia’s largest bank, with a substantial regulatory and GRC cyber team for financial compliance and policy 
4. PT Telkom Indonesia National telecom operator, a key employer for cyber policy, compliance, and GRC specialists
5. Xynexis, Indonesia One of Indonesia’s major cybersecurity consulting and solutions firms, active in GRC and cyber policy projects
6. Arfadia, Major Indonesian cybersecurity and digital transformation provider, with consulting and governance roles 
7. ITSEC Asia, Regional cybersecurity and compliance consultancy, focused on financial and large-enterprise sectors
8. QualySec/Factosecure, Emerging leaders in cybersecurity assessment, GRC, and compliance services for various industries
9. National Police (POLRI) / Cyber Directorate, Public sector cybercrime authority, employing cyber policy professionals for enforcement and governance
10. Tokopedia (and Other Major Tech/E-commerce Firms), Leading Indonesian tech company with dedicated cyber governance teams, influencing sector policy and compliance.

